
NIS-2 Executive Training

Obligation meets responsibility: Why action 
is needed now

The implementation of the NIS 2 
Directive by the BSIG-E creates new 
binding requirements for around
29,500 institutions affected for 
the first time. This includes the 
obligation to regularly train 
management on cybersecurity issues. 

The aim is to be able to better assess 
risks and manage them responsibly. 
According to Section 38 (3) BSIG-E, 
members of the management board 
and senior executives must 
demonstrate that they have adequate 
knowledge of how to deal with cyber 
risks.

Training requirement

Regular participation in 
training courses of at least 4 
hours every 3 years on risk 
analysis, risk management, and 
service impact assessment is 
mandatory. 

Sanctions

Both institutions and members of 
management can be subject to 
sanctions. Penalties can be up to 
€10 million or 2% of total turnover.

Your experts for questions

Hongyu Chen-
Birkenbeul, 
Senior Manager, 
Cyber Security & 
Privacy, PwC

André Glenzer, 
Partner, Cyber 
Security & Privacy, 
PwC 

Find out more about our 
BSIG-compliant management 
training on our website
www.pwc.de/NIS2 or contact us 
directly at: de_nis2@pwc.com

Obligations of management of important and particularly
important institutions 
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The content of our training approach is based on the measures set out in 
Section 30 of the BSIG-E and the requirements of the BSI guidelines. 
Management receives an overview of the NIS 2 Directive, its national 
implementation, and the obligations set out therein.

The focus is on communicating the required core content: 

• Reporting and notification obligations
• Registration obligations
• Special responsibilities of management

Our training solution is based on a Risk Exposure Assessment (REA) that 
determines your organization's risk exposure. Based on this, we develop 
customized training that precisely tailors the content and depth to your 
requirements.

You determine the training schedule according to your preferences—whether 
compact as block seminars or monthly short sessions, on-site or remote.

Upon completion, you will receive full documentation as proof of 
training in accordance with Section 61 (1) in conjunction with Section 62 
BSIG-E – thus fulfilling all legal requirements efficiently and in an audit-proof 
manner.

PwC supports 
You in the 
Implementation

Your Benefits with PwC

• Fulfillment of legal training 
obligations in accordance with
BSIG-E

• Customized content based on your
risk profile

• Flexible formats and practical
teaching

• Verifiable documentation for 
audits

• Implementation by experienced 
cyber and governance experts

Implementation
of the training

Ensure your compliance – and strengthen your cyber 
resilience.
Arrange an initial consultation with our experts now for BSIG-E-
compliant training for your management team at
de_nis2@pwc.com.
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